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ABSTRACT 

 

In this paper we have introduced a concept of advanced 
wireless network architecture that can be used for efficient 
communications in complex confined media such as the one in 
mine galleries.  
We have proposed hybrid wireless network topologies along 
with heterogeneous communication protocols to support high 
and low bandwidth applications.  

1. INTRODUCTION 

The necessity for wireless communications in underground 
mines is well understood [1,2]. However, underground mine 
galleries are known to be harsh environments for any wireless 
technology where diffraction, attenuation, multipath, scattering 
and fading phenomena are frequent [1,2]. This makes it very 
difficult to provide reliable and robust wireless communication 
that can be used for monitoring, surveillance, voice, 
localization and automation. Some have proposed networks and 
topologies based on Wireless LAN (WLAN) [3] for mine 
gallery communications recently [4-6]. However these 
networks and topologies propose the use of WLAN technology 
for both low bandwidth (sensor monitoring) and high 
bandwidth (voice and video) applications without any quality 
of service (QoS) considerations.  

In the case of mine corridors, new protocols of 
communication and various hybrid networks are to be 
considered to target different requirements. This paper proposes 
possible advanced hybrid wireless networks and architectures 
that can be used for efficient underground mine 
communications supporting both high bandwidth and low 
bandwidth applications. 

The paper is organized as follows. We briefly discuss 
possible applications with different bandwidth requirements in 
mines in Section 2. In Section 3 we propose different hybrid 
network topologies and protocols to support the applications 
specified in Section 2. We then conclude our paper with some 
useful remarks.  

 

2. APPLICATIONS AND REQUIREMENTS 

In a mine gallery there is a requirement for many types of 
communications. Among them voice communication among 
mine workers is very popular and critical. Video surveillance 
through infrequent snapshots in mine gallery is another 
application of interest and is used for data analyses using 
photogrammetry tools [6]. Remote control application is also of 
interest to the mine operators so that machinery operating in 
extreme conditions such as shearers can be controlled remotely. 
Wireless sensor monitoring is another application that is very 
crucial for the safety of mine workers. These sensors can 
monitor vital life signs of workers which may be very useful 
during emergency situations such as a mine collapse. These 
sensors can also monitor physical parameters in the mines such 
as temperature, pressure, coal gas leakage, etc so that 
abnormalities can be detected and may be used to predict 
calamities. 

Among these applications, some require high bandwidth, 
some require moderate bandwidth and some require very low 
bandwidth.  For example, voice communication requires very 
high bandwidth and also has strict time delay constraints. 
Video surveillance sending only snapshots once every few 
seconds does not require bandwidth as high as voice and is 
more flexible with time delays. On the other hand wireless 
sensor monitoring and remote control applications may require 
only a small portion of the overall available bandwidth. While 
sensor monitoring may not have strict time delay constraints 
remote control applications may have some time restriction. 
Hence it is necessary to consider and support the above-
mentioned applications even if they were to have different 
bandwidth and time requirements. We propose advanced hybrid 
network architectures in the following section keeping these 
requirements and applications in mind. 

3. PROPOSED ADVANCED HYBRID NETWORKS 

Our first proposal [refer to Figure 1] involves a hybrid network 
topology using WLAN and can be used for high bandwidth 
applications such as voice and video snapshots. This topology  



2005 First International Workshop on Wireless Communication in Underground and Confined Area June 6-7, 2005, Val d’Or, QC, Canada 

 

  

AP1

AP2

AP3

AP4

AP5

AP6
AP7

Mobile

Users

Access

Point

Wireless 

Camera

Handoff

Fig. 1. WLAN Mesh Topology with Quality of Service and Inter Access Point Protocol 

 

 

has the WLAN Access Points (APs) to be connected using 
mesh architecture while the WLAN nodes that do voice and 
video communications are to be connected to one of the APs 
using a star topology. The main advantage of a mesh network 
for APs is to have redundant routes, which is especially 
desirable in a dynamic environment where link failures are 
frequent as in the mine galleries. This approach is somewhat 
similar to what is proposed in [7].  

In [7] authors do not address quality of service (QoS) and 
handoff issues which are important when the network has to 
support high bandwidth traffic such as voice and when the 
nodes could be mobile. We propose to use 802.11e (a variant of 
802.11 that has QoS support) [8] for communication between 
WLAN nodes and APs. 802.11e includes different contention 
technique compared to the one presented in 802.11b [3] to 
support different priority class traffics. 802.11e provides this 
through Enhanced Distributed Coordination Function (EDCF) 
and Hybrid Coordination Function (HCF). In EDCF, on an 
average higher priority traffic has lower time delays than the 
lower priority traffic. On the other hand, HCF is more 
intelligent in controlling access to the medium and so may be 
recommended for mine galleries. In either case (EDCF or 
HCF); voice traffic due its requirements can be assigned the 
highest priority class while other traffic can be assigned lower 
priority classes.  

It is important to note that the WLAN nodes can be mobile 
and so raises the issue of handoff. We propose to use 802.11f  
[9] Inter Access Point Protocol (IAPP) to handle handoff of a 
WLAN node from one AP to another without losing IP-
connectivity. For 802.11f to work the APs need to be connected 
to a centralized RADIUS server. Any handoff within the 
network (no change in IP address) called intra-network handoff 
does not involve layer 3 (IP layer) handoff. If there is a need 
for inter-network handoff (change in IP address) then this can 
be handled using Mobile IP (MIP) [10-12] or Wireless 
Internetworking Protocol (WIP) [13]. It would be desirable to 
keep the network architecture simple without the need to have 
inter-network handoff. 

Our second proposal [refer to Figure 2] is when high 
bandwidth applications and low bandwidth applications such as 
sensor monitoring are both needed. For sensor monitoring we 
propose to use a technology different from WLAN. This 
wireless sensor technology should be low power unlike WLAN 
[14] such that these nodes can survive on batteries for extended 
periods. This is mainly because wireless sensor nodes will be 
monitoring vital life parameters of workers and so would be 
desirable to continue monitoring these parameters even if there 
is a power outage due to mine collapse. These vital life 
parameters are especially of interest to rescue workers after 
such a mine collapse.  
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Fig. 2. Advanced Heterogeneous Hybrid Wireless Network  

 

 

 

We propose to have a mesh topology of WLAN APs as before 
but some of the nodes in this “backbone” mesh have the 
capability to participate in both WLAN and in wireless sensor 
network and are called gateway nodes. It should be noted that 
the wireless sensor part of this gateway should be able to 
operate without any external power other than the batteries 

while the AP part of the gateway can be mains-powered. This 
is necessary so that these gateways can still send/forward 
wireless sensor monitoring data even if there is a major power 
outage. 

Apart from the gateways there are other wireless sensor 
nodes that do not have WLAN capability in them and can only 
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participate in the wireless sensor network. These wireless 
sensor nodes are individually capable of sending, receiving and 
forwarding monitored data. These nodes will thus form a 
complete mesh topology among themselves. Each wireless 
sensor network can connect to at least one gateway so that the 
sensed data can be effectively forwarded to the base station. 
These nodes can be queried and reprogrammed through the 
base station.  

There are many proprietary technologies [15,16] and a 
standard based technology called Zigbee [17] for low power 
wireless sensor monitoring. These nodes currently cost about 
$200 per node [15,16] but the price of is expected to drop 
substantially in the near future.  

There are many MAC, routing, security and in-network 
processing protocols [18-23] proposed in recent research in the 
area of low power wireless sensor networking. These protocols 
can be considered for our advanced network proposed here to 
monitor workers’ vital life parameters such as heartbeat, body 
temperature, etc. These parameters are very useful to track and 
detect workers that still may be alive after a mine disaster. 
These sensor nodes can also monitor coal mine parameters such 
as temperature, pressure, gas leakage, etc. which can be used 
for timely prediction of any such disasters in the mines. It 
should be noted that the data collected by these nodes will be 
input to such analysis and prediction facility that may be 
located remotely. In this case the monitored data will be 
forwarded to the remote site through the base station that 
connects to the Internet.   

4. CONCLUSIONS 

Advanced heterogeneous hybrid networks proposed here 
for mine galleries support high bandwidth applications such as 
voice communication using WLAN mesh networking. To 
provide QoS we propose to use 802.11e and for handoffs 
between APs we propose 802.11f. For low bandwidth 
applications we recommend low power wireless sensor network 
technology. This wireless sensor technology will be very 
critical during power outages and mine collapses. 
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