
READ THESE TERMS AND CONDITIONS CAREFULLY BEFORE USING THIS WEBSITE. 

https://nrc-publications.canada.ca/eng/copyright

Vous avez des questions? Nous pouvons vous aider. Pour communiquer directement avec un auteur, consultez la 

première page de la revue dans laquelle son article a été publié afin de trouver ses coordonnées. Si vous n’arrivez 

pas à les repérer, communiquez avec nous à PublicationsArchive-ArchivesPublications@nrc-cnrc.gc.ca.

Questions? Contact the NRC Publications Archive team at 

PublicationsArchive-ArchivesPublications@nrc-cnrc.gc.ca. If you wish to email the authors directly, please see the 

first page of the publication for their contact information. 

NRC Publications Archive

Archives des publications du CNRC

This publication could be one of several versions: author’s original, accepted manuscript or the publisher’s version. / 

La version de cette publication peut être l’une des suivantes : la version prépublication de l’auteur, la version 

acceptée du manuscrit ou la version de l’éditeur.

Access and use of this website and the material on it  are subject to the Terms and Conditions set forth at

Securing Wireless LAN Access : A Network Management Approach
Korba, Larry

https://publications-cnrc.canada.ca/fra/droits

L’accès à ce site Web et l’utilisation de son contenu sont assujettis aux conditions présentées dans le site

LISEZ CES CONDITIONS ATTENTIVEMENT AVANT D’UTILISER CE SITE WEB.

NRC Publications Record / Notice d'Archives des publications de CNRC:
https://nrc-publications.canada.ca/eng/view/object/?id=1cd195f2-df42-4a7e-a99b-912a5f3aff91

https://publications-cnrc.canada.ca/fra/voir/objet/?id=1cd195f2-df42-4a7e-a99b-912a5f3aff91



 
Abstract—Although the IEEE 802.11 specification has gone a

long way towards providing some level of security for wireless

LAN transactions, there are still some security holes. This

paper describes several security issues with current Spread

Spectrum wireless LANs and describes a system, based on a

network management approach, for securing wireless LAN

access.

I. INTRODUCTION

Security issues complicate wireless local area
network (WLAN) deployment. With a wireless medium, it
is difficult to ensure that WLAN access is restricted to only
authorized individuals. Even though the IEEE 802.11
WLAN standard has been helpful for successful
deployment, radio frequency wireless modem
implementations under this standard offer little
impediment to WLAN access by anyone with either inside
information or knowledge of the technologies. For
instance, with appropriate equipment, the 40 bit RC4,
MAC layer encryption may be broken in as little as a few
seconds [1]. For some WLAN equipment, encryption keys
are accessible to any user either via the network or via a
control panel dialog box. Wireless LAN access points
extend wireless vulnerability into the wired network.
Anyone with a computer equipped with a properly
configured WLAN modem may gain access to network
services through a WLAN access point. Simple Network
Management Protocol (SNMP) agents operating in the
access points provide a flexible means for controlling and
monitoring Wireless LAN operations. On the other hand,
the poor security of currently deployed versions of SNMP
[2] leave WLAN access points open to denial of service
attacks and unauthorized service accesses.

II. SECURING WIRELESS LAN ACCESS

Authentication of and certificate distribution to users of
network services has been an effective method for securing
wired network access for some time [3]. The system
described in this paper uses authentication in combination
with network management techniques to secure WLAN
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access. It provides the following security benefits for
WLAN networks with wired network bridges (WLAN
access points):

1. Access to the SNMP agent for WLAN access points is
restricted to only authorized administrators.

2. Wireless users are authenticated by name, password,
privilege level, WLAN modem identification for a
timed access period.

3. The system secures ISM (802.11 compliant) as well as
915 MHz spread spectrum radio modems.

4. Security Policy Management may be automated.

A network of intercommunicating software agents
furnishes this functionality. Currently being implemented
in the Java programming language, the system provides a
web-based user interface. Each software agent has specific
functions within a hierarchical, inter-agent relationship. A
secure server authenticates: wireless LAN users, system
managers and system agents for access to network
resources. Node management agents (NMA) protect
WLAN access points against unauthorized accesses. NMAs
also monitor WLAN modem connections to the WLAN
Access Points via the SNMP agent of the access points to
challenge newly-connected users. The NMA restricts
unauthorized access to the wired network by changing
filter objects of the WLAN access point. Users may be
certified on the basis of authentication and MAC
identification of WLAN or network interface cards.
Depending on organizational security policy, access may
only be allowed to wireless modems which have been
previously registered with the system. An alarm message
notifies system administrators of any unauthorized access
via the WLAN or to the security system.
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